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1. No Tracking. No Profiling. No Selling.

We do not sell, trade, or rent your personal data.
We do not track you across the web.

We do not build behavior profiles or use your data for targeted ads.

2. Anonymous By Default

Using Signal Enhance products and services does not require an account.

When data is collected (e.g., feature usage or error reports), it is fully anonymized and cannot be traced back to you.

3. Accounts are Optional - and Protected

Creating an account is a choice. If you do:

- Your personal information is stored securely and encrypted
- Itis used only for login, support, and purchases

- It is never used against you or for advertising

You can request deletion at any time, and we'll wipe your data from our systems.

4. Data is Yours

We believe in data ownership and user control:
- You can request to see or delete your data at any time

- Order data is retained for 3 years max, then permanently deleted

5. Open Source & Transparent

Where possible, our software and firmware are open source.
Anyone can verify what we do (and don't do) with your data.

No hidden processes. No backdoors.
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6. Verified PGP Communication

All official Signal Enhance communication regarding support, commerce, and privacy will be digitally signed using the

following PGP keys:

* General Security / Privacy Key
* Support Team Key
* Commerce / Orders Key

* No-Reply Natifications Key

Always verify PGP signatures on sensitive communication.

If a message claims to be from Signal Enhance but is unsigned or unverifiable, do not trust it and report it immediately.

7. Privacy Over Profit

We don't monetize your data.

Our business is built on selling great hardware, software, and community-wide experience - not exploiting your privacy.

If we ever break this guarantee, we're not just wrong - we're done.

Signal Enhance stands for privacy, community, and control. That will never change.
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Official Signal Enhance PGP Public Keys

All official Signal Enhance communication regarding support, commerce, and privacy will be digitally signed using
verified PGP keys. Below are the key designations used by our team. You may find them published on our website or

trusted key servers.

* General Security / Privacy Key
* Support Team Key
* Commerce / Orders Key

* No-Reply Natifications Key

Always verify PGP signatures on sensitive communication. If a message claims to be from Signal Enhance but is

unsigned or unverifiable, do not trust it and report it immediately.



